Duo - 2 Factor Authentication

2FA stands for 2-Factor Authentication, meaning a system requires two separate forms of identity verification for access, making it virtually impossible for anyone to compromise your account without having both pieces of the puzzle.

2FA secures your account against threats such as compromises caused by malware and phishing attacks. Even malicious actors who obtain your password will not be able to access your account.

2FA works by combining your two factors:

- **What you know**: In our case, this is your App State username and password combination.
- **What you have**: This is the 2nd factor. It will take one of two forms:
  - the Duo mobile application on your smartphone,
  - a handy hardware token (also called a key or fob)

(You will set this piece up when you are ready to configure 2-Factor for your account).

When both factors have been entered, you are granted access to the system.
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- DUO 2-Factor Authentication
- Duo Enrollment
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